
    
[image: image4.png]



Department of Homeland Security

Department of Justice

Department of the Treasury

Integrated Wireless Network (IWN) 

Joint Program Office

 REQUEST FOR COMMENT 

DRAFT STATEMENT OF OBJECTIVES (SOO)

HIGH LEVEL ACQUISITION STRATEGY

PHASE 1 ADVISORY DOWNSELECT DRAFT EVALUATION CRITERIA

July 16, 2004

INTEGRATED WIRELESS NETWORK (IWN)

REQUEST FOR COMMENTS ON DRAFT STATEMENT OF OBJECTIVES, HIGH LEVEL ACQUISITION STRATEGY AND PHASE 1 ADVISORY DOWNSELECT DRAFT EVALUATION CRITERIA

REQUEST FOR COMMENT (RFC) SUBMISSION INSTRUCTIONS

Comments on the Draft Statement of Objectives (SOO), the High Level Acquisition Strategy and the Phase 1 Advisory Downselect Draft Evaluation Criteria should be electronically submitted in a single document not exceeding 15 pages. To help us review your comments in a timely manner, please conform to the following guidance when preparing your comments: 

· Total submission shall not exceed 15, 8 1/2" X 11", single-sided pages

· Text shall be no less than 10 pitch 

· Paragraphs shall be single-spaced 

· Margin shall be no less than 1" on all sides 

· General marketing materials, company histories, locations, etc., will not add value to your comments and will be discarded.

Comments should be e-mailed to iwn@usdoj.gov no later than 12:00 Noon August 9, 2004.  As this is a RFC only, no questions about the Draft SOO or other RFC materials are solicited, nor will responses to such questions be forthcoming.  All questions submitted will be treated as comments.  This RFC is not a solicitation for proposals and is for informational and planning purposes only.  Proposals are not requested at this time and will not be considered.  A determination by the Government on how, or if to proceed with this requirement based upon responses to this notice is solely within the discretion of the Government based on the Government's, needs and requirements.  

IWN ACQUISITION BACKGROUND

The Departments of Homeland Security (DHS), Justice (DOJ), and the Treasury operate a wide variety of communications systems for their law enforcement and protective personnel. These legacy systems have been plagued with problems in recent years, including aged and antiquated technology; insufficient/inadequate communications coverage for today’s operations; and channel crowding and congestion/lack of capacity, among other issues. 

DHS, DOJ and Treasury law enforcement and protective personnel perform varying and complementary types of missions. These operations are made more effective, efficient, and safe through the use of tactical communications.  Law enforcement and protective operations require near-instant communication availability and system response, highly reliable communications during emergency or crisis conditions, physical and encryption security features that minimize interception of sensitive communications, convenience, and ease of operation. Operations, at times, also require wide area communication capabilities to coordinate and inform agents executing fast paced situations and investigations. 

To meet these challenges, the current IWN design is based on a very high frequency (VHF), Project 25 trunked system utilizing a packet switched Internet Protocol (IP) backbone. Additionally, the system design provides for encrypted communications (Advanced Encryption Standard [AES]).  The network presently is based on land mobile radio (LMR) services, and may be complemented by commercial wireless service solutions as discussed in the high-level system design. In addition, the IWN will be designed to facilitate interoperability with other federal, state and local public safety partners. 

DHS, DOJ and Treasury personnel represent the majority of law enforcement personnel within the Federal Government and are responsible for fulfilling numerous duties related to national law enforcement, protective missions, and homeland security missions.  Each of the components and bureaus has specific operational groups that support a consolidated set of common and unique missions.  These job functions and a broad range of user requirements form the basis of the IWN functional requirements on which the high level system design is predicated. 

In general, the missions of DHS, DOJ and Treasury can be characterized into three categories—1) day-to-day, 2) task force, and 3) special events.  Day-to-day operations are law enforcement and protective activities performed by the components and bureaus on a routine basis. Task force operations are joint law enforcement activities that involve multiple components or bureaus. Special events are operations initiated for specific purposes, and range from protective operations (e.g., Olympics) to emergency, mutual-aid responses (e.g., natural disasters, terrorist attacks) as well as unplanned crisis situations. 

The IWN will deliver the wireless communications services required by agents and officers to support their varied missions.  Under the IWN the requirements of the components and bureaus are used to drive the development of a consolidated system that supports the mission operations of DHS, DOJ and Treasury.  Development of the IWN will include tactical communications and commercial services that effectively and efficiently support DHS, DOJ, and Treasury missions, foster interoperability, allow resource consolidation, and maintain component and bureau control of operations. 

HIGH LEVEL ACQUISITION STRATEGY

The IWN Joint Program Office plans to pursue an acquisition strategy that will result in a single contractor for performance of the entire IWN program.  This will be accomplished via a multi-phase approach as follows:

· Phase 1 –An advisory downselect (in accordance with Federal Acquisition Regulation Part 15.202) based on relevant experience, past performance, and feasibility of solution identified in a limited scope (5 pages) concept paper.

· Phase 2 – IDIQ contracts (delete will be) awarded to the top-ranked offerors based on a best-value evaluation of management and technical approach; performance measurement plan and performance metrics; experience and past performance, and cost information to include FFP proposals to develop the detailed design, build, and deployment of the first service area.

A one-time government-funded design competition for the first service area will be conducted among the offerors awarded IDIQ contracts in Phase 2.  The winner of that competition will be the IWN contractor.  

HIGH LEVEL ACQUISITION SCHEDULE

This is a Request for Comments and not a Request for Proposals.  Proposals are not requested at this time and will not be considered.  A determination by the Government on how, or if (delete comma) to proceed with this requirement based upon responses to this notice is solely within the discretion of the Government, based on the Government's needs and requirements.  It is (delete currently) anticipated that the procurement will be conducted in accordance with the following approximate schedule:

· On or about August 24, 2004 through September 21 - Phase 1 RFP open 

· On or about October 1, 2004 through October 24 - Draft Phase 2 RFP open for comment

· On or about November 16, 2004 through January 28, 2005 - Phase 2 RFP open, including an eight week period of due diligence 

· On or about May 5, 2005 - Award of IDIQ contracts.

· Design competition - TBD

Vendors should note these dates are estimates and the government is not bound or obligated to adhere to them in any manner.  They are furnished for information only.

PHASE 1 ADVISORY DOWNSLECT DRAFT EVALUATION CRITERIA

The Phase 1 Advisory Downselect will be based on past performance, organizational experience and capabilities, and a high-level concept paper

In Phase 1 of the source selection, low risk offers that present the best chance of being viable competitors will be invited to participate in the Phase 2 acquisition based on an integrated assessment of conceptual approach, past performance, and organizational experience.  For Phase 1, the conceptual approach will be an “appears feasible/feasible” decision, and past performance will be more important than organizational experience.  No pricing will be obtained during this phase.  Those companies that are not considered to be viable competitors for Phase 2 will be notified of this opinion.  However, not withstanding the advice provided by the government, they still may participate in Phase 2 as long as they recognize the inherent risks of doing so.
Evaluation Factors for Phase 1 Advisory Downselect:
1. Conceptual Approach:  Offeror’s conceptual approach will be considered either “appears feasible” or “not feasible”, based on a subjective evaluation of the concept paper, before further consideration.  Those considered “not feasible” will be immediately eliminated from further consideration.  An “appears feasible” evaluation can be achieved by demonstrating a comprehensive understanding of the scope and complexity of the effort, and the identification of a technically feasible solution set.

The Conceptual Approach will be evaluated on whether or not the proposed approach appears to be feasible, as follows:

a. Appears Feasible:
A conceptual approach would appear feasible if it demonstrates an understanding of the basic IWN requirements and the resources and effort needed to satisfy those requirements, as well as the identification of a technical solution set that appears to be viable and will result in the achievement of the IWN objectives.  


b. Does Not Appear Feasible:
A conceptual approach would not appear feasible if it does not demonstrate an understanding of the basic IWN requirements and the resources and effort needed to satisfy those requirements, as well as the identification of a technical solution set that will result in the achievement of the IWN objectives.
.

2. Past Performance of Similar Program Management and Integration Activities in a Performance-based Environment:  Offerors must submit a minimum of three government or commercial references.  Evaluations will be based on discussions with representatives of the government or commercial references submitted and independent research by the government (which will include external sources such as the Past Performance Information Retrieval System (PPIRS) and Dun and Bradstreet (D&B)).  Ratings for Past Performance will be as follows:

HIGHLY SATISFACTORY:  The offeror’s past performance was reported as meeting and exceeding expectations and contract requirements with respect to adherence to one or more of the following - cost, schedule, and quality of delivery.

SATISFACTORY:  The offeror’s past performance was reported as meeting expectations and contract requirements with respect to cost, schedule, and quality of delivery.

UNSATISFACTORY:  The offeror’s past performance was reported as not meeting expectations and contract requirements with respect to adherence to one or more of the following - cost, schedule, and quality of delivery.

3. Applicability and Substance of the Offerors’ Descriptions of Organizational Experience and Capabilities of the Same Scope and Complexity in Performing Work of the Same or Similar Nature as that of the IWN Requirement:  Included in the experience submission should be examples of the offeror’s experience with performance based contracting, performance metrics, measures and service level agreements and how it performed under such contracts.  The names of the programs and services delivered and to whom should be indicated.  The organizational experience material provided by each offeror will be assessed as to the quality and relevancy of the information provided.  In considering how relevant an offeror's present or recent organizational experience is to the IWN requirement the offeror’s submission will be assessed and assigned a relevance rating, as follows:

· HIGHLY RELEVANT:  The offeror’s past performance and organizational experience involved performance of work comparable in magnitude of effort and complexities to what will be required for the IWN program and included nearly all of the tasks and capabilities that will be required for the IWN.

· RELEVANT:  The offeror’s past performance and organizational experience involved a magnitude of effort and complexities that was somewhat less than will be required for the IWN, but included most of the tasks and capabilities that will be required for the IWN.

· MINIMALLY RELEVANT:  The offeror’s past performance and organizational experience involved a low magnitude of effort and complexities or few or none of the tasks and capabilities that will be required for the IWN.

A determination of the overall rating will be made for each offeror.  The ratings will reflect the Government’s level of confidence in the offeror’s probability of being a viable competitor for the IWN program.  Each offeror will be rated individually with one of the following overall ratings:

· HIGH CONFIDENCE AND SIGNIFICANT EXPERIENCE:  The offeror has a highly satisfactory record of past performance (exceeding contract requirements) and organizational experience.

· MODERATE CONFIDENCE AND MODERATE EXPERIENCE:  The offeror has a satisfactory record of past performance (meeting contract requirements) and organizational experience with most but not all relevant tasks and capabilities or has only moderate experience.

· LOW CONFIDENCE AND LIMITED OR MINIMAL EXPERIENCE:


The offeror has an unsatisfactory record of past performance (failure to meet contract requirements) and limited organizational experience.
The Government will notify all offerors that submit Phase 1 proposals whether they are considered to be viable or not viable competitors for Phase 2.  This advisory notification will be based upon an integrated assessment of Conceptual Approach, Past Performance and Organizational Experience, and other factors considered. 

IWN Acquisition Statement of Objectives (SOO)

Acquisition Objective

The purpose of the Integrated Wireless Network (IWN) acquisition is to obtain the following results:

· The provision of reliable, secure, nationwide wireless communications capabilities; 

· Enhanced interoperability, operational effectiveness, and support through increased coverage and capabilities; 

· Simplified interoperability with other federal and non-federal wireless users through the consistent application of standards developed from this effort; and,

· Reduced capital and operational costs through economies of scale.
Overview

The IWN vision is to provide secure, seamless, interoperable, and reliable nationwide wireless communications in support of the Federal Agents and Officers engaged in law enforcement, protective services, homeland defense, and disaster response missions of the Departments of Homeland Security, Justice  and Treasury.  
The JPO was established as a consolidated, interagency program office charged with fulfilling the IWN vision.  The JPO operates under the authority of an MOU executed by the Chief Information Officers (CIO’s) of the three sponsoring Departments and conducts its business in accordance with its program management and governance plans.  The JPO oversees tactical wireless communication capabilities to the three sponsoring departments and other federal law enforcement-related activities.

Contract 

Description:  Network integration contract(s) to plan, design, build, deploy, operate, and maintain the nation’s law enforcement wireless communications and information exchange capability.

Contract Type:  IDIQ, hybrid contract(s)
Value:  IDIQ Ceiling up to $10B

Period of Performance:  Base period of five years, with an additional five-year option.

Scope:  The scope of this effort, while currently focused on voice and data communications, includes wireless information transmission, such as data, files, streaming video, images, and applications yet to emerge.  The management of this program and its support contracts resides in the JPO, with the IWN end users primarily located in the three sponsoring Departments.  However, the contract(s) is intended to potentially serve all federal government law enforcement users (including Inspectors General) with the need to transmit or communicate in a wireless environment.

The scope includes all services, supplies, and equipment necessary to perform the tasks to support the network infrastructure and operations, as well as end user implementation.  This scope should not be construed, as a “requirements” effort; the government maintains the right to acquire such supplies, services, and equipment by means that are most advantageous to the government. 

Further, given the pace of change in technology and national and world conditions, it is impossible to anticipate how individual IWN requirements will evolve over the life of the contract(s).  This scope is intended to accommodate advances in technology that will allow the JPO to leverage such advances to improve agency mission performance and/or obtain further IWN cost efficiencies.  

As known today, the IWN will serve over 80,000 law enforcement users within the three sponsoring Departments.  While we estimate the numbers of sites needed to provide full operational, nationwide coverage to be in the range of 2,500, this number is not exact or fixed.  The government expects offerors to propose a solution that will accomplish the Department’s objectives to provide coverage for: 

•  Major metropolitan areas

•  Major highways

•  U.S. land and sea border areas

•  Ports of entry

Work Methodology:  All work performed under this contract(s) will be specifically tasked.  Implementation efforts will employ a phased-development methodology where one phase is negotiated and completed before the next phase begins. 

Partnering Philosophy 

A major intent of this Statement of Objectives is to create a partnership between the JPO and the contractor(s).  The contract(s) will be structured to ensure that the contractor’s goals and objectives are aligned with those of the agencies (See Attachment I).  Superior performance by the contractor(s) will directly and indirectly link to superior agency mission accomplishment through the economic provision of wireless technology and the reliable availability of all functional capabilities to the extent that such reliability can be a realistic, normal course-of-business expectation of the end users.  

IWN Program Objectives

The objectives have deliberately been developed at a high level so as to encourage offerors to be innovative and creative in responding with their proposed solution.  Ample time and opportunity will be provided during the due diligence phase of the solicitation for offerors to examine extensive documentation of the as-is state of the IWN Program and legacy networks and visit current pilot sites.  In addition, representatives from all three Departments, including the JPO staff and end user Officers/Agents will be available for questions during the Phase Two due diligence period.

Agency-level goals and objectives are listed in Attachment 1.

 Law Enforcement and Homeland Security Operations Support 

· Deliver a reliable, secure, nationwide wireless communications, information and data exchange capability that support mission accomplishment and Officer/Agent safety.

· Effectively support all homeland security and other federal law enforcement operations with the appropriate level of communications services functionality. 

· Provide interoperability between federal and state/local public safety entities, as necessary.

· Deliver wireless communications service to Agents/Officers when and where they need it that enhances Agents/Officers ability to change mission/operational requirements and physical locations in real time and with ease.

· Provide a solution that operates without disruption in planned and unplanned events, crises, and natural disasters, which is cost effective.

· Provide ad hoc rapid deployment capabilities.

· The successful deployment and operation of the IWN will be a key enabler for national coordination capability.
Partnership

Within the context of the JPO/contractor(s) partnership, the JPO does not use the terms “partner” and “partnership” as legal terms.  The JPO/contractor(s) partnership will reflect the attributes of an open, collaborative, and customer-oriented professional relationship.  In addition to meeting program objectives, the contractor(s) is encouraged to:

· Consistently take steps to understand the JPO’s priority business issues and opportunities.

· Share the risks and responsibilities of joint implementations and initiatives.

· Ensure its products and services deliver tangible and meaningful business benefits.

· Work collaboratively with other contractors, government agencies, and business partners to ensure project success.
System Integration and Management 

· Deliver services that include planning, design, build-out, deployment, operations, program management, and maintenance of the nation’s law enforcement wireless communication, information, and data exchange capability through the use of a secure, integrated wireless network.

· Provide and implement change management and transition management that do not disrupt the execution of the Agents/Officers’ mission.

· Provide effective end user, operator, and technical training, as necessary

· Provide for service sustainability, scalability and adaptability.  Stress industry innovation in addressing both the application of technology to emerging operational requirements and the implementation of quality communications services in a timely, cost-effective manner.

· Develop, implement, and maintain appropriate inventory, security, quality control, architecture standards, and multi-level management reporting.

· Develop and provide a system that supports the IWN’s program goals of an open architecture and adhere to regulatory requirements. (e.g., Clinger-Cohen architecture and program oversight, security, etc.), and continually seek to improve and streamline those compliance mechanisms

· Ensure end users are trained, ready, and able to use the network.

· Provide immediate response to technical and end user problems.

· Resolve the complexities and difficulties that are characteristic of implementing, integrating, maintaining, and securing mission-critical network systems and solutions. 

Performance Management

Under a performance-based contract structure, performance metrics and service level agreements will be used extensively to monitor the performance of this contract(s).  The JPO and the winning contractor(s) will baseline and monitor progress using agreed upon performance metrics and service level agreements.

· Provide highly effective performance management. 

· Provide an effective and efficient performance-based management information system that provides insightful, accurate and timely management and operational information and data on all aspects of program, performance, and contractual management.

· Maintain the highest level of service consistent with service level agreements, performance metrics, performance goals and objectives, and cost effectiveness.

· Demonstrate improved performance, reliability, availability, and security of the delivered service throughout the life of the IWN Program.

· Demonstrate performance, through consolidation, to avoid duplication of cost and resources.

· Methodically measure and forecast capacity and systems growth in coordination with JPO capital planning requirements and constraints.
Program Management

Provide a continually improving program management structure and process that motivates partners to share responsibilities and align goals to best achieve agency missions, network implementation, and operations and maintenance (O&M)

· Lead the planning and coordination of network implementation and O&M.  

· Develop a detailed work break down structure (WBS) that includes all team members and subcontractors.

· Provide accurate information and data to designated management, audit, and oversight bodies, that the IWN program is receiving superior services at a fair and reasonable price, and the extent of progress towards meeting performance goals and objectives.

· Develop and implement a plan that clearly identifies strategies that motivate partners to assume responsibility for the information, resources, data development and data maintenance activities.

· Monitor and track progress by regularly disseminating reports and facilitate effective planning, scheduling, priority setting, and decision-making.

· Support the identification and prioritization of end user functional requirements to ensure that end user needs are met and delivered in a timely and cost-effective manner.

Contract

· Propose contract methodology and operations that are flexible, facilitate changes, and allow for continuity and compatibility with current service and equipment providers.

· Maximize competition throughout the life of the contract(s) and utilize performance incentives for all subcontracted opportunities.

· Effectively utilize subcontract and teaming arrangements, to meet various federal socio-economic program goals.

· Provide appropriate data rights as well as cooperation for any transition to another provider, to insure continuity of service in the unlikely event of contract termination or upon contract recompetition.

Standards

· Provide non-proprietary, open standards-based solutions that facilitate interoperability within the federal, state and local law enforcement communities and homeland security constituencies, as necessary.
· Develop, implement, and maintain appropriate inventory, security, quality control, architecture, and reporting mechanisms and processes that comply with all applicable standards.

· Continually seek to improve and streamline those compliance mechanisms.

Constraints

· Proposed solutions must be compliant, in all respects, with applicable federal and departmental security, acquisition, IT, and asset management laws, regulation, rules, and policies.

· All solutions, services, and equipment must be backward compatible with legacy communication systems and services.

· The IWN Program will be subject to irregular and/or incremental funding over the life of the IWN contract(s) and will be dependent on the government’s budget cycles.   Offerors solutions must be flexible to accommodate the contemporary budgetary environment.

ATTACHMENT I

Agency-Level Goals and Objectives

Department of Homeland Security

· Awareness – Identify and understand threats, assess vulnerabilities, determine potential impacts and disseminate timely information to our homeland security partners and the American public.

· Prevention – Detect, deter and mitigate threats to our homeland.

· Protection – Safeguard our people and their freedoms, critical infrastructure, property and the economy of our Nation from acts of terrorism, natural disasters, or other emergencies.

· Response – Lead, manage and coordinate the national response to acts of terrorism, natural disasters, or other emergencies.

· Recovery – Lead national, state, local and private sector efforts to restore services and rebuild communities after acts of terrorism, natural disasters, or other emergencies.

· Service – Serve the public effectively by facilitating lawful trade, travel and immigration.

· Organizational Excellence – Value our most important resource, our people.

· Culture - Create a culture that promotes a common identity, innovation, mutual respect, accountability and teamwork to achieve efficiencies, effectiveness, and operations synergies.

Department of Justice

· Prevent terrorism and promote the Nation’s security.

· Prevent, disrupt and defeat terrorist operations before they occur.

· Enforce federal laws and represent the rights and interests of the American people.

· Reduce the threat, incidence, and prevalence of violent crime, including crimes against children.

· Reduce the threat, trafficking, use, and related violence of illegal drugs.

· Assist state, local, and tribal efforts to prevent or reduce crime and violence.

· Improve the crime fighting and criminal justice system capabilities of state, tribal, and local governments.

· Ensure the fair and efficient operation of the federal justice system.

· Protect judges, witnesses, and other participants in federal proceedings, and ensure the appearance of criminal defendants for judicial proceedings or confinement.
· Ensure the apprehension of fugitives from justice.
Department of the Treasury

· Disrupt and dismantle the financial infrastructure of terrorists, drug traffickers and other criminals and isolate their support networks.

· Collect federal revenues when due, through a fair and uniform application of the law.
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